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Master Contract Execution 

63. Authority to Bind 

The signatories to this Conlrnct represent that they have the authority to hind their respective 
organizations to this Contract. 

64. Counterparts 

This Contract may be executed in cuunterparts, in a single original, or duplicate uriginals. As 
applicable, each wunterpart or each duplicate shall be deemcd an original copy of this Conaact 
signed by each party. for all purposes. 

65. Facsimile Execution 

'l'he putties agree that Illis Contract may be executed by facrilnile sigrlalure, and shall be effective 
as orthe date of such facsimile signature. If cxeculerl by facsimile, the parties agrce to provide 
original signature pages witllirl len (10) business days of facsimile exwtrlion 

In Wllness Whermf; the pnrties hereto, having read this Col~tract in ils entirety, including all attaclimelits. 
do ngrce in  wch and every particular and have tl~us set their hands hereunto. 

Approved 
Stace of Washington Couloir Consulting 
Department of lnfnr~nation Services 

I I ADDlVVed as to Form Contractor Information 

OlTice of the Attorney General 
.. .. 

1 Print nr Type Name 

I 

A rovai us to Form on ie - 1 
S l g n m  r 
Assistant Altorney General 1 (Certitication Numher) 1 

- - 

Mirroritv or Woman O m e d  Busi~iess E~~~crar i se  i 
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Dsplvtrncnl ollnfomation Services 29 Master Cunlruw U 'I'W-MST-64 I 













..!I~ Washington State Department of 
~ii~ Information Services 

Amendment 09-01
 
to
 

Master Contract # T08-MST-641
 
for
 

Information Technology Professional Services (ITPS)
 

This Amendment 09-01 to Master Contract T08-MST-641 is entered into by and between the 
Department of Information Services ("DIS"), an agency of the state of Washington, and Couloir 
Consulting ("Contractor"). 

Pursuant to Section 27, Authority for Modifications and Amendments, the parties agrees to 
amend Contract T08-MST-641 as follows. 

The purpose of this Amendment is to update the Activity Reporting Section 59 to specify what to 
report on and where to send Activity Reporting. The parties hereby agree to amend the Contract 
as follows: 

Now, therefore, the parties agree to amend the Contract as follows: 

1.	 Subsection (59.1 f) of Section 59, Activity Reporting is replaced in its entirety with the 
following: 

The sum of money invoiced (excluding sales tax) for all Work Orders for each 
Purchaser and for all Work Orders for all Purchasers; and 

2.	 Subsection (59.2) of Section 59, Activity Reporting, is replaced in its entirety with the 
following: 

Reports are required to be submitted electronically, in the Microsoft Excel format 
provided by DIS. Reports are to be sent electronically via E-mail to: 
itpsreports@dis.wa.gov. 

All other terms and conditions of the original Master Contract, as amended, shall remain in full 
force and effect. 

This Amendment, effective October 17, 2008 is executed by the persons signing below, who 
warrant, respectively, that they have the authority to execute it on behalf of the party indicated. 



IN WITNESS WHEREOF, the parties have read and understand this Amendment 09-01, and 
by their signatures below, agree to each and every particular. 

ACCEPTED ACCEPTED 
Washington State Couloir Consulting 
Department of Information Services 

Scott Smith 
Print or Type Name 

Planning and Design Manager 
Print or Type Name 

Y'~~{ j' ," J(",,-1 IO(03/l,V O J-' 
Title Date Title Date 



.!!~ Washington State Departmentof 
~iiP Information Services 

Amendment 09-02
 
to
 

Master Contract #T08-MST-641
 
for
 

Information Technology Professional Services (ITPS)
 

This Amendment 09-02 to Master Contract T08-MST-641 is entered into by and between the 
Department of Information Services ("DIS"), an agency of the state of Washington, and Couloir 
Consulting ("Contractor"). 

Pursuant to Section 27, Authority for Modifications and Amendments, the parties agree to amend 
Contract T08-MST-641 as follows. 

The purpose of this Amendment is to extend the term of this Contract and modify certain 
Sections of Contractor's Master Contract. 

Now, therefore, the parties agree to amend the Contract as follows: 

(l) Pursuant to Section 2, Term, Contractor and DIS hereby agree to extend the term of 
the Contract through June 30, 2010. 

(2) Section 16, Security, is replaced in its entirety with the following: 

16.	 Security and Standards 

While on DIS or any Purchaser's premises, Contractor, its agents, employees, and 
Subcontractors shall conform in all respects with any and all of Purchaser's 
physical, fire, safety, and other security regulations. 

16.1	 Facility Access. 
Contractor understands that Purchaser's building entrances may be 
controlled for access. In the event Contractor performs any work at 
Purchaser's buildings, Contractor agrees to become familiar with 
Purchaser's building and security policies, and further agrees to observe 
and comply with all Purchaser's building and security policies or 
procedures. 

Contractor understands that in order to obtain access to Purchaser's 
premises, Contractor may have to be issued a security badge by Purchaser. 
Contractor shall provide certain personal information, including valid 
government-issued photo identification, prior to obtaining a security badge 
when required by Purchaser. Contractor further understands that Purchaser 
will collect and retain such personal information for so long as the Work 
Order is in effect and such individual(s) has access to the premises. 
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Purchaser reserves the right to conduct background checks and deny an 
application for a security badge. Failure of Contractor to comply with 
Purchaser's security and safety policies and procedures is sufficient 
grounds for revoking, modifying, suspending or terminating access to 
Purchaser's facilities. Upon the earlier of termination of the Work Order, 
or suspension or termination of access to Purchaser's facilities, Contractor 
shall return all security badges. 

16.2	 Remote Access to Network. 
Contractor understands that in order to obtain remote access to Purchaser's 
Local Area Network (LAN), email, or supported computing environments 
through a remote access connection ("Remote Access"), Contractor must 
comply with Purchaser's Remote Access policy and any other applicable 
policies or procedures. Contractor shall, prior to access, complete and sign 
any applicable agreements or forms. Remote Access is conditioned upon 
final approval by Purchaser. 

16.3	 System Security 
Contractor acknowledges and understands that it may be required to access 
Purchaser's computer networks in performing a Work Order under this 
Contract and that in providing such access to Contractor, Purchaser_places 
special confidence and trust in Contractor. Contractor acknowledges and 
understands that any access granted by Purchaser to its computer networks 
shall be limited, restricted and conditioned upon Contractor's compliance 
with certain DIS policies and practices. Contractor warrants that it will 
perform all work for or on behalf of Purchasers in full compliance with 
Information Services Board Security Policy, Standards and Guidelines, the 
Use of DIS Networks Policy, and any other security documents and best 
practices provided by DIS ("Security Policies"). Contractor agrees that 
DIS's Security Policies shall serve as the standard for network security and 
warrants that it shall exercise its best efforts to comply with the Security 
Policies with respect to 1) any electronic transfer of code or data; 2) 
prevention of unauthorized access; and 3) prevention of any and all 
undisclosed programs, extraneous code, Self Help code, unauthorized code, 
or other data that may be reasonably expected to damage data, code, 
software, systems or operations of DIS's network, system or data. 

16.4	 Safety 
Contractor shall observe and comply with WISHA and OSHA regulations, 
all applicable safety and environmental laws and regulations, and all of 
Purchaser's rules, guidelines, policies and procedures relating to safety, 
workplace conditions, health and the environment, including but not 
limited to physical, fire, evacuation, accidents, hazardous materials or 
situations, or other safety regulations and policies. 
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16.5	 Network and Security Reguirements 

16.5.1	 All Services implemented in the state of Washington shall be 
compliant with the security policy and standards of the Information 
Services Board. The ISB Security Policy is available at: 
http://isb.wa.gov/policies/portfolio/400P.doc. The ISB Security 
Standards are available at: 
http://isb.wa.gov/policies/portfolio/401S.doc. Contractor represents 
and warrants that it will comply with all applicable elements ofthe.ISB 
Security Policy and the ISB Security Standards in its performance of 
any Services under a Work Order. 

16.5.2 Purchasers who use the State's TCP/IP backbone network, K-20 
network, or Inter Governmental Network ("IGN") must consult with 
the DIS Service Desk Manager regarding business rules and escalation 
procedures to be set forth in any Work Order with respect to state 
networks and state network security. 

DIS Service Desk Manager: 
State of Washington Phone number: (360) 902-3224 
Department of Information Fax number: (360) 586-4045 
Services 
1115 Washington St. SE, OB-2 Email: larryd@dis.wa.gov 
PO Box 42445 
Olympia, WA 98504-2445 

16.5.3 For state network problem escalation, the DIS Service Desk will be the 
initial point of contact for Contractor or Purchaser concerning any 
problems with the state networks. DIS Service Desk can be reached at 
1-888-241-7597, or (360) 753-2454. 

16.6	 Enterprise Active Directory and Authentication for users internal to the 
state government 
The Washington Enterprise Active Directory (EAD) is an identity 
management directory service and security system. This allows the State 
to manage and administer user accounts, authentication, security policies, 
and organizational resources such as user id and passwords, computers, 
printers, and servers within the State Governmental Network (SGN). 
Contractor represents and warrants that any Services provided under any 
Work Order shall, where applicable, fully leverage the EAD and that any 
Systems implemented in the State of Washington with internal state users 
shall be authenticated using the State of Washington Enterprise Active 
Directory Implementation (EAD) for user authentication on the SGN. 
Contractor recognizes that the state has a single sign-on strategy in place 
to minimize the establishment of multiple user stores for authentication 

State of Washington Information Technology Professional Services 
Department of Information Services Page 3 of5 Amendment 09-02 for T08-MST-641 



and any inconsistent application implemented is likely to cause damage 
and irreparable harm. 

16.7	 SecureAccess Washington®/ Fortress Anonymous and Authentication for 
users external to the state government 

16.7.1	 Contractor represents and warrants that any Services provided under 
any Work Order shall, when applicable, fully leverage the available 
security gateways of the SGN and that any Systems implemented in 
the State of Washington for users external to state government shall be 
protected by either the SecureAccess Washington gateway, 
http://techmall.dis.wa.gov/services/secure_access_wa.aspx, the 
Transact Washington gateway, 
http://techmall.dis.wa.gov/services/transact_wa.aspx, or Fortress 
Anonymous 
http://techmall.dis.wa.gov/services/fortress_anonymous.aspx. 

16.7.2 Contractor represents and warrants that any systems implemented in 
the State of Washington with external (non-SGN) users shall be 
authenticated using the State of Washington SecureAccess 
Washington Gateway and that Contractor will not create a separate 
user store in fulfilling any Purchaser's Work Order. 

16.7.3 The Purchaser agency shall be responsible for allowing or denying 
access and for validating individuals requesting access for any 
applications owned by it. 

16.8	 Enterprise Architecture Integration Architecture Standards 
Contractor represents and warrants that, where applicable, Contractor's 
Services will be compliant with the state of Washington's Enterprise 
Architecture Integration Architecture Standards, which govern the 
planning and construction of all applications that share data with other 
agencies. The state's complete list of EA Integration Architecture 
Standards and supporting architectural reference documents are available 
at: http://isb.wa.gov/policies/eaprogram.aspx. 

(3) Section 62, Periodic Contractor Performance Evaluation and Report, is replaced in 
its entirety with the following: 

62.1	 Purchasers will periodically evaluate Contractor's Performance in a 
Contractor Performance Report. The report is designed to evaluate impacts 
and outcomes achieved as a result of Contractor's delivery of Services and 
aid Purchasers in referrals. Each evaluation will include an assessment of 
the Contractor's efforts toward achieving Purchaser's objectives. 
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62.2	 If DIS receives three (3) or more negative performance reports from 
Purchasers in a one (1) year period during the Term of this Contract, and 
Contractor fails to provide, in DIS' sole opinion, adequate remedy, this 
Contract may be terminated. 

62.3	 DIS will consider such evaluations when determining administrative 
actions including but not limited to extending the Term of this Contract. 

Under the provisions of chapter 39.29 RCW, this Amendment is required to be filed with the 
Office of Financial Management (OFM). Any amendment required to be so filed is ineffective, 
and no work shall be commenced nor payment made, until ten (l0) working days following the 
date of filing and, if approval is required, until the amendment has been approved by OFM. In 
the event OFM fails to approve the Amendment, the Amendment shall be null and void. 

All other terms and conditions of the original Master Contract, as amended, shall remain in full 
force and effect. 

This Amendment, effective June 30, 2009 is executed by the persons signing below, who 
warrant, respectively, that they have the authority to execute it on behalf of the party indicated. 

IN WITNESS WHEREOF, the parties have read and understand this Amendment 09-02, and 
by their signatures below, agree to each and every particular. 

ACCEPTED ACCEPTED 
Washington State Couloir Consulting 
Department of Information Services 

Signa~	 Signatu e 

Scott Smith	 Jf<p,/,~ ,4 ~ GI 'e .r -f C k'e.
Print or Type Name Print or Type Name 

Planning and Design Manager pre.s ,~JI.A +-. Jua.,-t.
Title I Date ' Title Date 
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Waiver of Section 4.5, Automatic Price Adjustment, 
in DIS ITPS Master Contract #T08-MST-641 

1

If the Washington State Department of Information Services (DIS) elects to exercise its right to extend 
Master Contract T08-MST-641 (the Contract) with Couloir Consulting for a one-year renewal term of July 

1 2009 through June 301 2010 (the "Renewal Term"), Couloir Consulting shall and does hereby waive for 
the Renewal Term the-automatic economic price adjustment described in Section 4.5 of the Contract as 
follows: 

Economic Price Adjustments 

a)	 If DIS elects to extend this Contract for any Renewal Terms, the Contract pricing for 
each Renewal Term shall be automatically increased or decreased, as applicable, by DIS 
by not more than the percentage increase/decrease of the u.S. Department of Labor 
"Consumer Price Index, US City Average, Allitems, Not Seasonally Adjustedll (CPI-U, 
Series Id: CUUROOOOSAO). 

This waiver, effective as of the date of signature below, is executed by the person signing below, who 
warrants that he or she has the authority to execute it on behalf of the party indicated. 

Couloir Consulting 

Signatu e	 /.
SI9?~-"1 ;:;. G/~.F-e c,.K.c.. 

Print or Type Name	 Date 









Waiver of Section 4, Automatic Price Adjustment, 
in DIS ITPS Master Contract #T08-MST -641 

Couloir Consulting shall and does hereby waive, effective upon the date of signature through 
June 30, 2012, the automatic economic price adjustment described in Section 4 ofthe Contract as 
follows: 

Economic Price Adjustments 

a) 	 If DIS elects to extend this Contract for any Renewal Terms, the Contract pricing 
for each Renewal Term shall be automatically increased or decreased, as 
applicable, by DIS by not more than the percentage increase/decrease ofthe U.s. 
Department of Labor "Consumer Price Index, US City Average, All Items, Not 
Seasonally Adjusted" (CPI-U, Series Id: CUUROOOOSAO). 

This waiver, effective as ofthe date of signature below, is executed by the person signing below, 
who warrants that he or she has the authority to execute it on behalf of the party indicated. 

Couloir Consulting 

J. 	~P4a.., GtfJ-t.. eke ,5--)1 } Zo 1/ 
Print or Type Name 	 Date 

~ I 



1II1!l Washington Stote Department of 
~iiP Information Services 

Amendment 12~04 


to 

Master Contract #T08-MST~641 


for 

Information Technology Professional Services (ITPS) 


This amendment 12-04 to Master Contract T08-MST -641 is entered into by and between the Department 
of Information Services ( "DIS"), a n a gency of t he state 0 f Washington, a nd Couloir Consulting 
("Contractor") . 

Pursuant to Section 27, Authority for Modifications and Amendments, the parties agree to amend Contract 
T08-MST-64l as follows. 

The purpose of this Amendment is to extend the term of this Contract. 

Now, therefore, the parties agree to amend the Contract as follows: 

(I) 	Pnrsnant to Section 2, Term, Contractor and 0 IS hereby agree to extend the term of the 
Contract through June 30, 2012. 

Under the provisions of chapter 39.29 RCW, this Amendment is required to be filed with the Office of 
Financial Management (OFM). Any amendment required to be so filed is ineffective, and no work shall 
be commenced nor payment made, until ten (10) working days following the date of filing and, if 
approval is required, until the amendment has been approved by OFM. In the event OFM fails to approve 
the Amendment, the Amendment shall be null and void. 

All other terms and conditions of the original Master Contract, as amended, shall remain in full force and 
effect. 

This A mendment, effective July I ,2011 is executed by t he pe rsons signing be low, w ho warrant, 
respectively, that they have the authority to execute it on behalf of the party indicated. 

IN WITNESS WHEREOF, the parties have read and understand this Amendment l2~04, and by their 
signatures below, agree to each and every particular. 

ACCEPTED ACCEPTED 
Washington State Couloir Consulting 

Signature:i:CJ:;;:~ 
Scott Smith 	 M/?I,1r'I r9r Gle.l'eck~ 

Name Print or Type Name 
T AS Pro am Coordinator 6, r;--e.l"t"/<nr 
Title Title 
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