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SECTION 1
1. Introduction
1.1
Background

The Department of Information Services (DIS) provides telecommunications, computing and digital government services to more than 700 state agencies, boards and commissions, local governments, tribal organizations and qualifying non-profits. DIS operates a secure, statewide standards-based telecommunications network providing reliable, economical voice, data and video communications.

The DIS data center is one of the largest in the Northwest, combining both client server and mainframe computing in a secure, controlled environment. DIS also operates the state’s Internet portal, Access Washington <http://access.wa.gov>, offering a single point of entry for citizens and business to government information and services. For more information, visit the DIS Web site at http://access.wa.gov/.
1.2
Acquisition Authority

Chapter 43.105 of the Revised Code of Washington (RCW) as amended establishes the Washington State Information Services Board (ISB). While the ISB does not purchase for agencies, it regulates the manner in which state agencies may acquire information technology equipment, software, and services. The ISB publishes policies and standards that determine when goods must be competitively acquired. In particular, RCW 43.105.052(2)(d) authorizes DIS to establish Master Contracts. Authority for the issuance of this RFQQ and the establishment of the resulting Master Contract is in accord with ISB policy and RCW 43.105.052(2)(d). DIS issues this Request for Quotations and Qualifications (RFQQ) acting under the delegated authority of the ISB. 
1.3
Purpose

DIS is initiating this solicitation to acquire a Master Contract for Data At Rest Encryption Software.  The Department of Information Services (DIS) protects the State Government Network (SGN) and the Intergovernmental Network (IGN) from cyber threats. But in today’s dynamic technology environment, security requirements extend beyond the service network into every aspect of electronic business.
DIS employees and those of our customers conduct important work for our state’s citizens. Increasingly, in order for many of these employees to effectively do their work, they must have mobile access to confidential information. It is essential that this mobile access not allow unauthorized access to information, especially in the event of a lost or stolen technology asset such as a laptop.

Currently, the most effective way to protect information stored on a device is through encryption. Encryption protects information from unauthorized access by transforming data from plaintext to a difficult-to-interpret ciphertext. This allows authorized users to access the information and prevents an unauthorized person from viewing it or using it.  Full disk encryption is the recommended approach to protect sensitive data at rest while also protecting all data stored on the hard drive, including the operating system.

Mobile device encryption allows a deployment strategy for transparent, centrally managed encryption of laptop computers and other portable devices and removable media such as: CDs; DVDs; and USB storage devices, and Personal Digital Assistants (PDAs). This proposal is limited to encryption of information that is stored on state-owned hardware and media.  It does not address encryption of confidential information that is transmitted electronically outside of the SGN/IGN (e.g. through email) or stored on employees’ personal home computers or devices.

1.4
Contract Term
It is anticipated that the term of the resulting Contract will be three years commencing on the effective date of the Contract. DIS, at its sole discretion, may initiate extending the Contract for up to three additional one (1) year terms.
1.5
Definitions

 “Acceptable Alternative” shall mean a Vendor-proposed option that DIS considers satisfactory in meeting a Mandatory requirement. DIS, at its sole discretion, will determine if the proposed alternative meets the intent of the original Mandatory requirement.

“Apparently Successful Vendor”(ASV) shall mean the Vendor(s) who: (1) meets all the requirements of this RFQQ, and (2) receives the highest number of total points. 

“Business Days” or “Business Hours” shall mean Monday through Friday, 8 AM to 5 PM, local time in Olympia, Washington, excluding Washington State holidays.

“Contract” or “Master Contract” shall mean the RFQQ, the Response, Contract document, all schedules and exhibits, and all amendments awarded pursuant to this RFQQ.

“Customer Service Agreement” shall mean the completed service agreement between Purchaser and DIS, which is required in order for a Purchaser to do business with DIS.

“Delivery Date” shall mean the date by which the ordered Products  must be delivered.

“Desirable” or “(D)” shall mean the requirement is important but not mandatory. The Response will not be scored.

“Desirable Scored” or “(DS)” shall mean the requirement is important but not mandatory, and the Response will be scored.

“DIS” shall mean the Washington State Department of Information Services.
“License” shall mean the right to use the Software or other property.
“Mandatory” or “(M)” shall mean the Vendor must comply with the requirement, and the Response will be evaluated on a pass/fail basis.

“Mandatory Scored” or “(MS)” shall mean the Vendor must comply with the requirement, and the Response will be scored.

“Personal Services” shall mean professional or technical expertise provided by a consultant to accomplish a specific study, project, task, or other work statement, pursuant to chapter 39.29 RCW.

“Products” shall mean Software as defined in this section.

“Purchased Services” shall mean those Services and activities provided by Vendor to accomplish routine, continuing, and necessary functions as set forth in the resulting Contract or a Statement of Work. Purchased Services shall include those Services specified as Purchased Services in RCW 43.105.020.

“Purchaser” shall mean the Department of Information Services.

“Purchaser”, for use of any resulting Master Contract, will be Washington State agencies, institutions, school districts and political subdivisions (e.g., counties, cities, public utility districts) as set forth in the Interlocal Cooperation Act, chapter 39.34 RCW and public benefit nonprofit corporations that have executed a Customer Service Agreement with DIS, and shall be collectively referred to as the Purchaser throughout this solicitation document and Master Contract.
“RCW” means the Revised Code of Washington.

“Response” shall mean the written proposal submitted by Vendor to DIS in accordance with this RFQQ. The Response shall include all written material submitted by Vendor as of the date set forth in the RFQQ schedule or as further requested by DIS.

“Services” may include both Personal Services and Purchased Services and shall mean those Services provided by Vendor relating to the solicitation, deployment, development and/or implementation activities that are appropriate to the scope of this solicitation.

“Software” shall mean the object code version of computer programs Licensed pursuant to the Contract. Software also means the source code version, where provided by Vendor. Embedded code, firmware, internal code, microcode, and any other term referring to software residing in the Equipment that is necessary for the proper operation of the Equipment is not included in this definition of Software. Software includes all prior, current, and future versions of the Software and all maintenance updates and error corrections.

“State” shall mean the state of Washington.

“Statement of Work” (SOW) shall mean the statement of work attached to the resulting Contract between Vendor and DIS for Vendor’s Software, Hardware and/or Services to be accomplished under the terms and conditions of the resulting Contract.
“Subcontractor” shall mean one not in the employment of Vendor, who is performing all or part of the Software, Hardware and/or Services under the resulting Contract under a separate contract with Vendor. The term “Subcontractor” means Subcontractor(s) of any tier.
“Vendor” shall mean a company, organization, or entity submitting a Response to this RFQQ.
1.6
Master Contract Use

This RFQQ is being issued on behalf of Washington State. The results of this RFQQ may be used by State agencies, institutions, school districts, political subdivisions (e.g., counties, cities, public utility districts, as defined in the Interlocal Cooperation Act, chapter 39.34 RCW), and not -for-profit corporations that have executed a Customer Service Agreement with DIS.

1.7
Multiple Award

DIS reserves the right to select and enter into a Master Contract with multiple Vendors as a result of this solicitation. It is the intention of DIS to establish one or more optional-use Master Contracts for Data at Rest Encryption. The State may award one or more Master Contracts. DIS reserves the right to award up to (but no more than) five (5) Contracts to Vendors whose aggregate score(s) fall within twenty percent (20%) of Vendor with the highest total score in both categories.

1.8
Quantity/Usage

Since the Contracts resulting from this solicitation will be designated as “optional-use,” no guarantee of volume or usage can be given.

1.9
Overview of Solicitation Process 
DIS intends to execute multiple Contracts as a result of this RFQQ. These Contracts will make available to DIS a pre-qualified and unranked pool of Vendors capable of providing Data at Rest Encryption Software and Services in the Full Disk and File/Folder Encryption System categories. 
   The Contract(s) resulting from this RFQQ will be designated as Master Contract.
1.10
Types and Components of Contract

Master Contract 
The Contract resulting from this RFQQ will be designated as a statewide Master Contract. This Master Contract aggregates the purchasing volume and satisfies competitive procurement requirements for the solicitation of Data at Rest Encryption Software for Washington’s 155 state agencies and more than 2,000 local government entities and qualified non-profits. The Master Contract may be used by eligible Purchasers statewide, allowing them to benefit from economies of scale, and providing them access to qualified Vendors available to provide high quality information technology supply and services and allowing Vendors to benefit by reaching a larger purchaser base. The establishment of the Master Contract will not affect current existing Contracts of the State or the State’s Purchasers.

DIS may elect to have Master Contracts with Vendors that fulfill both Full Disk Encryption and File/Folder Encryption System, or separate Master Contracts with Vendors for either Full Disk Encryption or File/Folder Encryption System.
Statements of Work (SOW) 
All services to be performed for a Purchaser under the Master Contract shall be documented in a Statement of Work (SOW) established between the Purchaser and the Vendor. The SOW will reference the Contract by number; describe the scope of work to be performed, the estimated total cost of the project, and other items as identified. 
1.11 Eligible Purchasers Defined

Eligible Purchasers for use of any resulting Master Contract may be any of 155 Washington State agencies, and more than 2,000 local government entities (e.g., counties, cities, public utility districts) and qualified non-profits, as set forth in the Interlocal Cooperation Act, chapter 39.34 RCW and shall be collectively referred to as the Purchaser throughout this solicitation document and Master Contract. The Master contract may be used by eligible Purchasers statewide, allowing them to benefit from economies of scale, and providing them access to a qualified Vendor available to provide high quality information technology Products and Services. 

Vendors will be responsible for verifying Purchaser eligibility through the use of the search feature found on the following DIS website: http://techmall.dis.wa.gov/CSA1/CSASearch.asp or by contacting Office of Legal Services, within DIS at (360) 902-3551. 
1.12
DIS Master Contract Administration Fee 

The Master Contract will be subject to a DIS Master Contract Administration Fee. Vendor will invoice this fee to all Purchasers. Vendor will collect the fees and distribute the fees to DIS, in accordance with the provisions in this document and the provisions set forth in the attached Master Contract (Appendix B, Proposed Master Contract).

The Administration Fee will be one half of one percent (.5% or .005) on all purchases made under authority of the Master Contract. Purchases are defined as total invoice price less sales tax. No taxes will be assessed against this Administration Fee.

1.13
Allowable Additions
Vendors who have executed a Contract may revise their offerings to reflect changed Products and

Services appropriate to the scope of the Master Contract, and may submit new Products and Services with associated prices subject to provisions set forth in the Master Contract terms and conditions subject to review and acceptance by DIS. Such a request must be given to DIS 60 days prior to the anticipated Effective Date.  New or changed Products and Services submitted by Vendor shall meet mandatory requirements established in this solicitation document or subsequent revisions, and may be included in the Master Contract at the option of DIS and shall be accomplished via an amendment to the Master Contract. Any new products approved by the Contract Administrator will be subject to the product discount in effect at that time.

1.14
Administration of Master Contract 

DIS will maintain Master Contract information and pricing and make it available on a DIS web site. The Master Contract prices are the maximum price Vendor can charge. Vendor may make volume discounts available to Purchasers.

A Vendor who has executed a Master Contract may revise its offerings to reflect changed Products appropriate to the scope of the Master Contract, and may propose such new Products with associated prices to the DIS Contract Administrator for approval. New or changed Products proposed by Vendor must meet the requirements established in this solicitation document or subsequent revisions. If approved by DIS, the new Products will be added to the Master Contract by amendment.

For the term of the Master Contract, pricing for all Products will be no greater than the prices quoted in the Response. If, however, during any term of the Master Contract lower prices and rates become effective for like quantities of Products under similar terms and conditions, through reduction in Vendor’s list prices, promotional discounts, or other circumstances, Purchasers must be given immediate benefit of such lower prices and rates.

1.15
Funding

Any contract awarded as a result of this procurement is contingent upon the availability of funding.

SECTION 2
2. SCHEDULE

2.0
This RFQQ is being issued under the following Schedule. The Response deadlines are mandatory and non-negotiable. Failure to meet any of the required deadlines will result in disqualification from participation. All times are Pacific Standard Time (PST) – i.e. local time, Olympia, WA.

DATE & TIME
EVENT

	October 20, 2008
	RFQQ Issued

	October 29, 2008
	Final Vendor Questions and Comments due

	November 5 10, 2008
	State’s Final Written Answers issued

	November 21, 2008
	Responses due – 4 p.m.

	November 24, 2008
November 25, 2008
	Client References due – 4 p.m.
Evaluation period begins

	December 5, 2008
	Announcement of ASV.

	December 8, 2008
	Vendor Request for Optional Debriefing due

	December 9, 2008
	Optional Vendor Debriefings

	December 10, 2008
	Begin Contract Negotiations

	December 26, 2008
	**Contract Effective and made available for purchases

	
	

	
	


DIS reserves the right to revise the above schedule.

DATE & TIME
EVENT

	October 20, 2008
	RFQQ Issued

	October 29, 2008
	Final Vendor Questions and Comments due

	November 5, 2008
	State’s Final Written Answers issued

	December 5, 2008
	Responses due – 4 p.m.

	December 8, 2008
	Evaluation period begins

	December 19, 2008
	Announcement of ASV.

	December 22, 2008
	Vendor Request for Optional Debriefing due

	December 23, 2008
	Optional Vendor Debriefings

	December 24, 2008
	Begin Contract Negotiations

	January 9, 2008
	**Contract Effective and made available for purchases

	
	

	
	


DIS reserves the right to revise the above schedule.

SECTION 3

3. Administrative Requirements

3.1

RFQQ Coordinator (Proper Communication)

Upon release of this RFQQ, all Vendor communications concerning this solicitation must be directed to the RFQQ Coordinator listed below. With the exception of the Office of Minority and Women’s Business Enterprises, (reference Subsection 3.23), unauthorized contact regarding this solicitation with other state employees involved with the solicitation may result in disqualification. All oral communications will be considered unofficial and non-binding on the State. Vendors should rely only on written statements issued by the RFQQ Coordinator.

	Michael Callahan, RFQQ Coordinator

Department of Information Services

Management Services Division, Office of Legal Services



	Mailing address:
	Street address:

	PO Box 42445

Olympia, WA 98504-2445
	1110 Jefferson St. SE Olympia, WA 98504



	Telephone:
	(360) 902-0357

	FAX:
	(360) 586-1414

	E-mail:
	michaelc@dis.wa.gov 

	
	


3.2
Vendor Questions

Vendor questions regarding this RFQQ will be allowed until the date and time specified in the Schedule (Section 2). Vendor questions must be submitted in writing (e-mail acceptable) to the RFQQ Coordinator. An official written DIS response will be provided for Vendor questions received by this deadline. Written responses to Vendor questions will be posted on the DIS web site at: http://techmall.dis.wa.gov/procurement/procure1.aspx
The Vendor that submitted the questions will not be identified. Verbal responses to questions will be considered unofficial and non-binding. Only written responses posted to the DIS web site will be considered official and binding.

3.3
Vendor Comments Invited

Vendors are encouraged to review the mandatory requirements of this RFQQ carefully, and submit any comments and recommendations to the RFQQ Coordinator. Where mandatory requirements appear to prohibit or restrict your firm’s participation, an explanation of the issue with suggested alternative language should be submitted in writing to the RFQQ Coordinator by the deadline for Vendor Questions, Comments, and Complaints in the Schedule (Section 2).

3.4
Vendor Complaints Regarding Requirements and Specifications

Vendors are expected to raise any questions, exceptions, or additions they have concerning the RFQQ requirements early in the RFQQ process. Vendors may submit specific complaints to the RFQQ Coordinator, if Vendor believes the RFQQ unduly constrains competition or contains inadequate or improper criteria. The complaint must be made in writing to the RFQQ Coordinator before the Response due date set forth in the Schedule (Section 2) but no event less than ten (10) Business Days prior to the Response due date set forth in the Schedule (Section 2). The solicitation process may continue.

DIS will perform the review of the Vendor complaint. DIS must immediately forward a copy of the complaint to the Management and Oversight of Strategic Technologies Division (MOSTD) of DIS.  DIS must also reply to the vendor with a proposed solution and advise MOSTD of its reply. 
If the vendor rejects DIS’ proposed solution, the Vendor must notify DIS in writing if they decide to appeal DIS’ decision. DIS must immediately forward a copy of the appeal MOSTD. MOSTD may direct modification of solicitation requirements or the schedule, direct withdrawal of the solicitation, or may take other steps that it finds appropriate. The MOSTD decision is final; no further administrative appeal is available.
3.5
Response Contents

The Response must contain information responding to all Mandatory requirements in Sections 3,4,5 & 6, and must include the signature of an authorized Vendor representative on all documents required in the appendices.

The Response should be submitted in two (2) volumes containing what is listed below. This separation of documentation protects the integrity of the State’s evaluation process. No mention of the cost response may be made in Volume 1.

Volume 1:

Vendor’s cover letter explicitly acknowledging receipt of all RFQQ revisions issued, if any

The Response to the Vendor requirements (Sections 3 and 4)

The Response to the Technical Requirements (Section 5)
Volume 2:

The Responses to the financial requirements and Price List (Section 6)

The cost response in a completed Cost Model (Appendix E)
Vendor’s signed and completed Certifications and Assurances (Appendix A)

Vendor’s exceptions and/or proposed revisions to the Master Contract (Appendix B)

Vendor’s MWBE Certification (Appendix C), if applicable

Failure to provide any requested information in the prescribed format may result in disqualification of the Vendor.

3.6
(M) Number of Response Copies Required

7 hard copies and 1 CDROM of Response Volume 1

3 hard copies and 1 CDROM of Response Volume 2

1 copy of manuals, brochures, or other printed materials, if submitted. 
3.7
(M) Response Presentation and Format Requirements

The following requirements are mandatory in responding to this RFQQ. Failure to follow these requirements may result in Vendor disqualification.

3.7.1 The signature block in Appendix A, Certifications and Assurances, must be signed by a representative authorized to bind the company to the offer. 

3.7.2 Vendor must respond to each question/requirement contained in Sections 3, 4, 5, 6 and 7 of this RFQQ, and complete the Cost Model, provide a Price List, and all required completed Appendices. Failure to comply with any applicable item may result in the Response being disqualified.

3.7.3 Each of the RFQQ requirements are numbered and titled. In each requirement title is a designation indicating how the Response will be evaluated:

For Mandatory requirements (M), the Response must always indicate explicitly whether or not the Vendor’s proposed Products/Services meet the requirement. A statement, “(Vendor Name) has read, understands, and fully complies with this requirement” is acceptable, along with any additional information requested.

For Mandatory Scored (MS) and Desirable Scored (DS) items, the Response must always indicate explicitly whether or not the Vendor's proposed Products/Services meet the requirement, and describe how the proposed Vendor’s Products/Services will accomplish each requirement or are desirable as it relates to the service(s) proposed.

3.7.4 Responses must be prepared on standard 8.5 x 11-inch loose-leaf paper and placed in three-ring binders with tabs separating the major sections of the Response. Pages must be numbered consecutively within each section of the Response showing Response section number and page number.

3.7.5 Include Vendor name and the name, address, e-mail, facsimile and telephone number of the Vendor’s authorized representative at the beginning of each volume of the Response.

3.7.6 Figures and tables must be numbered and referenced in the text of the Response by that number. Foldouts containing charts, spreadsheets, and oversize exhibits are permissible.

3.7.7 Response prices must be submitted using the Cost Model/Discounted Price List, Appendix E. Separate price quotes attached to this document or submitted in some other form will not be accepted as a valid Response.

3.7.8 The Response, as well as any reference materials presented by Vendor, must be written in English and Vendor must provide all rates in United States dollars.

3.8
Multiple Responses 

Multiple Responses from a Vendor will be permissible; however, each Response must conform fully to the requirements for Response submission. Each such Response must be submitted separately and labeled as Response #1, Response #2, etc. on each page included in the Response.

3.9
Delivery of Responses

It is mandatory that Vendors submit all copies of their Responses by the date and time in Section 2, Schedule, to the RFQQ Coordinator at the address specified in RFQQ Coordinator.

Responses must be received at DIS by the date and time specified. Responses arriving after the deadline will be returned unopened to their senders. A postmark by that time is not acceptable. Responses sent by facsimile or e-mail will not be accepted. Vendors assume all responsibility for the method of delivery and for any delay in the delivery of their Response.

3.10
Cost of Response Preparation

DIS will not reimburse Vendors for any costs associated with preparing or presenting a Response to this RFQQ.

3.11
Response Property of DIS

All materials submitted in response to this solicitation become the property of DIS, unless received after the deadline in which case the Response is returned to the sender. DIS has the right to use any of the ideas presented in any material offered. Selection or rejection of a Response does not affect this right.

3.12
Proprietary or Confidential Information

Any information contained in the Response that is proprietary or confidential must be clearly designated. Marking of the entire Response or entire sections of the Response as proprietary or confidential will not be accepted nor honored. DIS will not accept Responses where pricing is marked proprietary or confidential, and the Response will be rejected.

To the extent consistent with chapter 42.56 RCW, the Public Disclosure Act, DIS shall maintain the confidentiality of Vendor’s information marked confidential or proprietary. If a request is made to view Vendor’s proprietary information, DIS will notify Vendor of the request and of the date that the records will be released to the requester unless Vendor obtains a court order enjoining that disclosure. If Vendor fails to obtain the court order enjoining disclosure, DIS will release the requested information on the date specified.

The State’s sole responsibility shall be limited to maintaining the above data in a secure area and to notify Vendor of any request(s) for disclosure for so long as DIS retains Vendor’s information in DIS records. Failure to so label such materials or failure to timely respond after notice of request for public disclosure has been given shall be deemed a waiver by Vendor of any claim that such materials are exempt from disclosure.

3.13
Waive Minor Administrative Irregularities

DIS reserves the right to waive minor administrative irregularities contained in any Response. Additionally, DIS reserves the right, at its sole option, to make corrections to Vendors’ Responses when an obvious arithmetical error has been made in the price quotation. Vendors will not be allowed to make changes to their quoted price after the Response submission deadline.

3.14
Errors in Response

Vendors are liable for all errors or omissions contained in their Responses. Vendors will not be allowed to alter Response documents after the deadline for Response submission. DIS is not liable for any errors in Responses. DIS reserves the right to contact Vendor for clarification of Response contents.

In those cases where it is unclear to what extent a requirement or price has been addressed, the evaluation team(s) may, at their discretion and acting through the RFQQ Coordinator, contact a Vendor to clarify specific points in the submitted Response. However, under no circumstances will the responding Vendor be allowed to make changes to the proposed items after the deadline stated for receipt of Responses.

3.15
Amendments/Addenda

DIS reserves the right to change the Schedule or other portions of this RFQQ at any time. DIS may correct errors in the solicitation document identified by DIS or a Vendor. Any changes or corrections will be by one or more written amendment(s), dated, and attached to or incorporated in and made a part of this solicitation document. All changes must be authorized and issued in writing by the RFQQ Coordinator. If there is any conflict between amendments, or between an amendment and the RFQQ, whichever document was issued last in time shall be controlling. In the event that it is necessary to revise or correct any portion of the RFQQ, a notice will be posted on the procurement web site at: http://techmall.dis.wa.gov/procurement/procure1.aspx
3.16
Right to Cancel

With respect to all or part of this RFQQ, DIS reserves the right to cancel or reissue at any time without obligation or liability.

3.17
Contract Requirements

A proposed Contract based on the Model Information Technology Contract Terms And Conditions adopted by the ISB in December 2001 has been included as Appendix B.

To be responsive, Vendors must indicate a willingness to enter into a Contract substantially the same as the Contract in Appendix B, by signing the Certifications and Assurances located in Appendix A. Any specific areas of dispute with the attached terms and conditions must be identified in the Response and may, at the sole discretion of DIS, be grounds for disqualification from further consideration in the award of a Contract.

Under no circumstances is a Vendor to submit their own standard contract terms and conditions as a response to this solicitation. Instead, Vendor must review and identify the language in Appendix B that Vendor finds problematic, state the issue, and propose the language or contract modification Vendor is requesting. All of Vendor’s exceptions to the contract terms and conditions in Appendix B must be submitted within the Response, attached to Appendix A, Certification and Assurances. DIS expects the final Contract signed by the ASV to be substantially the same as the contract located in Appendix B.

The foregoing should not be interpreted to prohibit either party from proposing additional contract terms and conditions during negotiation of the final Contract.

The ASV will be expected to execute the Contract within ten (10) Business Days of its receipt of the final Contract. If the selected Vendor fails to sign the Contract within the allotted ten (10) days time frame, DIS may elect to cancel the award, and award the Contract to the next ranked Vendor, or cancel or reissue this solicitation (see, Section 3.16 Right to Cancel). Vendor’s submission of a Response to this solicitation constitutes acceptance of these contract requirements.

3.18
Incorporation of Documents into Contract

This solicitation document and the Response will be incorporated into any resulting Master Contract.

3.19
No Best and Final Offer 

DIS reserves the right to make an award without further discussion of the Response submitted; i.e., there will be no best and final offer request. Therefore, the Response should be submitted on the most favorable terms that Vendor intends to offer. 

3.20
No Costs or Charges

No costs or charges under the proposed Master Contract may be incurred before the Master Contract is fully executed.

3.21
Minority and Women’s Business Enterprises (MWBE)

In accordance with the legislative findings and policies set forth in RCW 39.19, DIS encourages participation in all of its Contracts by Minority and Woman Owned Business Enterprise (MWBE) firms either self-identified or certified by the Office of Minority and Women’s Business Enterprises (OMWBE).  Participation may be either on a direct basis in response to this Solicitation or as a Subcontractor to a Contractor. While DIS does not give preferential treatment, it does seek equitable representation from the minority and women’s business community. Vendors who are MWBE or intend to use MWBE Subcontractors are encouraged to identify the participating firm on Appendix C. For questions regarding the above, or to obtain information on certified firms for potential sub-contracting arrangements, contact Office of MWBE at (360) 753-9693.

3.22
No Obligation to Contract/Buy

DIS reserves the right to refrain from Contracting with any and all Vendors. Neither the release of this solicitation document nor the execution of a resulting Master Contract obligates DIS and Customers to make any purchases.

3.23
Non-Endorsement and Publicity

In selecting a Vendor to supply Products/Services to the state of Washington, the State is neither endorsing Vendor’s Products, nor suggesting that they are the best or only solution to the State’s needs. By submitting a Response, Vendor agrees to make no reference to DIS or the state of Washington in any literature, promotional material, brochures, sales presentation or the like, regardless of method of distribution, without the prior review and express written consent of DIS.

3.24
Withdrawal of Response

Vendors may withdraw a Response that has been submitted at any time up to the Response due date and time (identified on the Schedule, Section 2). To accomplish Response withdrawal, a written request signed by an authorized representative of Vendor must be submitted to the RFQQ Coordinator. After withdrawing a previously submitted Response, Vendor may submit another Response at any time up to the Response submission deadline.

3.25
Optional Vendor Debriefing

Only Vendors who submit a Response may request an optional debriefing conference to discuss the evaluation of their Response. The requested debriefing conference must occur on or before the date specified in the Schedule (Section 2). The request must be in writing (fax or e-mail acceptable) addressed to the RFQQ Coordinator.

The optional debriefing will not include any comparison between the Response and any other Responses submitted. However, DIS will discuss the factors considered in the evaluation of the requesting the Response and address questions and concerns about Vendor’s performance with regard to the solicitation requirements.

3.26
Protest Procedures

Vendors who have submitted a Response to this solicitation and have had a debriefing conference may make protests. Upon completion of the debriefing conference, a Vendor is allowed five (5) Business Days to file a formal protest of the solicitation with the RFQQ Coordinator. Further information regarding the grounds for, filing and resolution of protests is contained in Appendix D, Protest Procedures.

3.27 Selection of Apparently Successful Vendor

All Vendors responding to this RFQQ shall be notified by mail or Fax when DIS has determined the AVs. The date of the announcement of the ASVs shall be the date the announcement is postmarked or emailed.

The ASVs will be the respondents who: (1) meets all the requirements of this RFQQ; and (2) receives the highest number of total points or is within 20% of the highest scorer as described in Section 7, Evaluation Process.
3.28
Electronic Availability

The contents of this RFQQ and any amendments/addenda and written answers to questions will be available on the DIS web site at: http://techmall.dis.wa.gov/procurement/procure1.aspx. The document(s) will be available in Microsoft Word.
SECTION 4

4. VENDOR REQUIREMENTS

Respond to the following requirements per the instructions in section 0.

4.1
(M) Vendor Requirements 

Vendor must provide evidence of its status as an authorized Data at Rest encryption product reseller in the Response. If this reseller status is discontinued, Vendor may be disqualified. Vendor must maintain its reseller status for the term and any renewals of the resulting Contract.

4.2 (M) Certifications and Assurances

Vendor’s Response must include a signed copy of the Certifications and Assurances, Appendix A.
4.3
(M) Software Ownership

Vendor’s Response must include a statement indicating whether the software is owned by Vendor or a third party. If the Vendor is not the owner of the software, Vendor must agree to the following (please indicate whether Vendor understands and agrees to each – failure to do so shall result in disqualification from bidding on this RFQQ):

· Vendor must identify the software owner and provide contact information; and

· Vendor must provide the software owner’s licensing terms; and

· Vendor must provide DIS’ terms and conditions to software owner; and

· Vendor must provide DIS a copy of the reseller agreement between the software owner and the Vendor; and,

· Software owner must agree to participate in contract negotiations with DIS.

4.4
(M) Vendor Profile

Vendor must provide the legal business name, legal status (e.g., corporation, sole proprietor, etc.) and the year the entity was organized to do business as the entity now substantially exists, Washington State Uniform Business Identification (UBI) number, the home office address, and telephone and fax numbers, web site URL (if any), and organizational chart of the legal entity with whom DIS may execute any Contract arising from this RFQQ, including the names and titles of Vendor’s principal officers.

Vendor must provide an organization chart for the entire entity and a detailed organization chart for the local office.
4.5
(M) Vendor Organizational Capabilities

Vendor must provide a brief description of its entity (including business locations, size, areas of specialization and expertise, client base and any other pertinent information that would aid an evaluator in formulating a determination about the stability and strength of the entity), including the Vendor organization’s experience and history with Data At Rest Encryption Software. 
4.6
(M) Vendor Account Manager
Vendor shall appoint an Account Manager who will provide oversight of Vendor contract activities. Vendor’s Account Manager will be the principal point of contact concerning Vendor’s performance under this Contract. Vendor shall notify the DIS Contract Administrator, in writing, when there is a new Vendor Account Manager assigned to this Contract. The Vendor Account Manager information is:

	Vendor Account Manager:

	Address:

	Phone:
	Fax:
	E-mail:


4.7
(M) Vendor Licensed to do Business in Washington

Within thirty (30) days of being identified as the ASV, Vendor must be licensed to conduct business in Washington, including registering with the Washington State Department of Revenue. The Vendor must collect and report all applicable taxes.

4.8
(M) Use of Subcontractors 

DIS will accept Responses that include third party involvement only if the Vendor submitting the Response agrees to take complete responsibility for all actions of such Subcontractors. Vendors must state whether Subcontractors are/are not being used, and if they are being used, Vendor must list them in response to this subsection. DIS reserves the right to approve or reject any and all Subcontractors that Vendor proposes. Any Subcontractors engaged after award of the Contract must be pre-approved, in writing, by DIS.
Specific restrictions apply to contracting with current or former state employees pursuant to chapter 42.52 RCW. Vendors should familiarize themselves with the requirements prior to submitting a Response.
4.9
(M) Prior Contract Performance

Vendor must submit full details of all Terminations for Default for performance similar to the Products/Services requested by this RFQQ experienced by the Vendor in the past five (5) years, including the other party’s name, address and telephone number.

“Termination for Default” is defined as notice to Vendor to stop performance due to the Vendor’s non-performance or poor performance and the issue was either: (a) not litigated; or (b) litigated and such litigation determined the Vendor to be in default.

Vendor must describe the deficiencies in performance, and describe whether and how the deficiencies were remedied. Vendor must present any other information pertinent to its position on the matter.

DIS will evaluate the information and may, at its sole discretion, reject the Response if the information indicates that completion of a Contract resulting from this RFQQ may be jeopardized by selection of the Vendor.

If the Vendor has experienced no such Terminations for Default in the past five years, so declare.

4.10
(M) Reporting 

The ASV must agree to submit to DIS a quarterly report of all purchases made from any resulting Master Contract. The report must identify: (1) the Master Contract number; (2) each Purchaser making purchases during the reporting quarter; (3) the total purchases by each Purchaser; (4) the total invoice price, excluding sales tax, for each Purchaser; (5) the sum of all invoice prices, excluding sales tax, for all Purchasers; and (6) the amount of the DIS Master Contract Administration Fee.
The report and check for the Administration Fee must be received by the 15th calendar day of the quarter following the month in which Vendor invoiced Purchaser. Reports are required to be submitted electronically, in either Microsoft Word or Excel format. Quarterly reports are required even if no activity occurred.

DIS shall have the right to examine Vendor’s records associated with purchases under any Master Contract resulting from this solicitation in order to ensure compliance with all requirements of this solicitation and the Master Contract.

4.11
(M) Insurance 

The ASV is required to obtain insurance to protect the State should there be any claims, suits, actions, costs, or damages or expenses arising from any negligent or intentional act or omission of the Vendor or its Subcontractor(s), or their agents, while performing work under the terms of any Contract resulting from this solicitation. Vendors will find a complete description of the specific insurance requirements in the proposed contract terms in Appendix B, Proposed Contract.

4.12
(MS 150 points) Client References

Vendors shall provide as references the names, addresses, telephone numbers, e-mail addresses, and contact person for three (3) representative customers.  References will be asked questions on the reference form attached as Appendix G. 

DIS will attempt to contact the client and obtain a reference within 48 hours of the first attempt.  If contact cannot be made, the reference will be disallowed.  DIS reserves the right to be one of Vendor’s client references based on DIS’ prior experience with Vendor, and have DIS’ Client Reference Form evaluated. It is the Vendor’s responsibility that the provided references are available during the evaluation period stated in the Schedule in Section 2.
The Products/Services purchased by these clients should be similar to those requested by this RFQQ. 

References must not be from a person, company or organization with any special interest, financial or otherwise, in the Vendor.

DIS reserves the right to eliminate from further consideration in the RFQQ process any Vendor who, in the opinion of DIS, receives an unfavorable report from a client.  DIS may, at its discretion, contact other Vendor clients for references.
SECTION 5

5.
Technical Specifications
Respond to the following requirements per the instructions stated herein.  Vendors are required to submit written Responses addressing all the evaluation criteria in Subsection 5.1 and its accompanying Appendix H.  

5.1
(M and MS 463 points) DAR Encryption Product Requirements (See Appendix H)
The DAR Encryption Product Requirements are contained in Appendix H to this RFQQ.  Due to the comprehensive nature of Appendix H, it is possible that no single respondent will be able to affirmatively address every item.  However, Vendors should respond to each item found in Appendix H and where their proposed Solution does not address the listed criteria, Vendors should expressly state so.
Vendors are required to provide a response to each Mandatory requirement located in Appendix H.
All other criteria in Appendix H are designated either Mandatory Scored (MS) or Desirable Scored (DS).
Please refer to Section 1.5, Definitions, for definitions of Mandatory (M), Mandatory Scored (MS), Desirable Scored (DS).
5.2 (MS, 100 points) Technical Support and Maintenance

Vendor must provide a description of maintenance for the Software proposed. Maintenance must include any upgrades, including the ability to migrate to later versions at DIS option. Please include all Technical Support and Maintenance Pricing in the submitted Price List.
Software Support Description  
Provide a description of the software standards for support and maintenance, clearly demonstrating that the vendor could provide adequate problem support, and also provide ongoing software upgrade releases. Describe: 
· How often upgrades to the proposed system have been released in the last 5 years. 

· The policy on supporting past versions of your proposed software once a new version is released. 

· Help desk support, and support hours. Also describe access methods and average response time. 

· Describe remote diagnostic support provided. 

Help Desk Support 
Provide a description of the Help Desk Support you will provide with the software.  At a minimum, this should cover standard business hours, that is, Monday through Friday, 8:00 AM to 5:00 PM Pacific Standard Time (PST).
Routine Maintenance Description 
Provide a description of the typical internal maintenance requirements to support the proposed solution. Indicate the ongoing system management, and operational requirements. 
Software Upgrade Path 
Provide a description of project upgrade path for the proposed Project Portfolio Management solution to include:

· Software roadmap for the next three years

· Define what is included in the proposed maintenance program and costs 

· Upgrades to current module functionality

· Additional functionality

· Reconfigured module functionality
5.3
(DS 50 points) Application Software Training

DIS would like options priced for potential training available as needed. Vendor must provide training (include training description, including instructor resumes and training schedule / number of trainings). Please identify training that is included with the software and provide pricing for additional training in the attached Appendix V, Vendor Pricing. For each type of training, please provide the following:

· Course Outline

· Location

· Delivery Method

· Duration/Frequency

· Instructor Qualifications/Credentials

· Training Materials and Support

· Future/Additional Training

SECTION 6

5. Financial Quote

Respond to the following requirements per the instructions set forth herein.
6.1 Overview

Although DIS is not required to select the Vendor with the lowest overall prices, DIS seeks to acquire Product and Services that best meet the State’s needs at the lowest cost and best value.

Contract prices must include all cost components needed for the provisioning of the Product and Services as described in Section 5 Technical Specifications. Any Product and Services offered by the Vendor or its Subcontractor(s) that does not have a corresponding separate price will have no separate additional cost to the Purchaser when acquired by the Purchaser.

The State makes no volume commitment in this solicitation; the proposed pricing levels should reflect the extensive statewide market provided by the statewide Master Contract as stated herein. The prices on the Master Contract should be considered maximum or “ceiling” prices. Purchasers have the right to, and are encouraged to obtain quotations for lower pricing based on the specific Products being acquired.

Washington State agencies and local governments will place orders directly with the ASV.

6.2 Financial Grounds for Disqualification

Failure to identify all costs in a manner consistent with the instructions in this RFQQ is sufficient grounds for disqualification.

6.3 Taxes

Vendor must collect and report all applicable state taxes as set forth in Vendor Licensed to do Business in Washington. Taxes are not assessed against the Master Contract administration fee. Vendor must not include taxes on the Price List or in the Cost Model form.

6.4 (MS) Price List 

6.4.1
Vendor must provide a Price List as an attachment to its Response. Such list shall include the prices for all Products/Services necessary to meet the RFQQ's minimum mandatory requirements. Vendor’s Price List may include any additional products, software, and services appropriate to the scope of this RFQQ.

6.4.2
All terms on the price list must be compatible with the terms of the RFQQ and subsequent Contract.  Vendor must use its proposed Price list to complete the Cost Model, Appendix E.  All prices provided in the Cost Model must be consistent with and cross-reference the Price List for ease of verification.

6.4.3
Vendor must specify all of the discount prices off its price list it intends to offer.  For example, whether Vendor can provide the State graduated cost discounts for large groups of purchased licenses, and if so, a breakdown of such group sizes and their respective cost increments.  Discounts will remain in effect for the term of the Contract, and will be separately posted for the benefit of Purchasers on the DIS TechMall website.
6.5 (M) Presentation of All Cost Components

All elements of recurring and non-recurring costs must be identified and included in the Price List and Cost Model. This must include, but is not limited to, all administrative fees, maintenance, manuals, documentation, shipping charges, labor, travel, training, consultation services, wiring and supplies needed for the installation, warranty work and maintenance of the Products and Services.
6.6
Shipping and Handling Charges 
All items are to be quoted FOB destination, Olympia Washington. All anticipated shipping costs necessary to meet the delivery schedule must be included in the line item price quote of each item. No additional charges for shipping or handling will be allowed.

6.7
Miscellaneous Expenses 

Expenses related to day-to-day performance under any Contract, including but not limited to, travel, lodging, meals, incidentals will not be reimbursed to the Vendor. Hourly rates proposed by Vendor must include these costs.
6.8
Training

Training must be on-site at Purchaser’s location or online via the Internet. Training costs must include all necessary documentation and materials.

6.9
Software Licensing

The License(s) must be perpetual.  Vendor’s price list and cost model response must reflect/specify whether the License allows the deployment of a limited or unlimited number of forms to users inside and outside the Purchaser’s organization.  Additionally, Vendor must specify whether Purchasers are required to purchase a minimum number of Licenses to receive a specified price.  Vendors are also required to specify the types of available Licenses (for example, designer, end user, server license, etc.) and their associated costs.

Note: Purchasers must be able to design, deploy, and maintain electronic forms for use by the public without a fee charged to the public for using these forms.  

6.10
Maintenance and Technical Support:

Vendor’s price list and cost model response must reflect/specify the levels of Maintenance and Technical Support it can provide, and must specify a separate Maintenance cost component and a separate Technical Support cost component.  These cost components must be separate from the Licensing cost (i.e., a response providing only bundled pricing will be considered as not responsive to the RFQQ and grounds for disqualification).  Vendor must further specify whether Maintenance and Technical Support are required to be purchased with the Software or whether they are optional.  Vendor must also specify in its Response what percentage of the Software purchase price the price for Maintenance and the price for Technical Support represents.  
6.11
(M) Price Protection

For the entire term(s) of the Contract, the Vendor must guarantee to provide the Products/Services at the proposed rates. Products/Services rates cannot increase during any term of the Contract.

A renewal fee shall not exceed a five percent (5%) increase in any one year above the immediately preceding year’s fee.

6.12
(M) Price Decrease Guarantee

The ASV, at its discretion, may elect to provide Products/Services specified in this RFQQ at a lower price than originally quoted at any time during the term of the Contract. If the Manufacturer’s suggested retail price decreases at any time during the term of the Contract, Vendor must pass on the decrease for all subsequent purchases. The decrease must be proportionate to the percentage decrease of the Manufacturers suggested retail price.

6.13
(M) Costs Not Specified

Where there is no charge or rate for Products/Services enter N/C (no charge) or zero (0) on the Price List or Cost Model, as applicable. If the Vendor fails to provide a price, the State will assume the item is free. If the Vendor states “no charge” for an item in the model, the State will receive that item free for the period represented in the model.

6.14
(M) Cost Model

The Cost Model form contained in Appendix E must be completed using the pricing from Vendor’s proposed Price List included in its Response. Vendor must include in the Cost Model all cost components needed for the provisioning of the DAR encryption Software and Services. 
6.15
(MS) Completion of Cost Model 

The Vendor must follow the instructions set forth below to complete the Cost Model, which will be the basis for evaluation of the Financial Response as specified in the Financial Quote Evaluation. Use the forms in Appendix E, Cost Model, to itemize the costs associated with your proposed DAR encryption Software and Services. All prices appearing in the Cost Model must also be included in Vendor’s Price List.  

SECTION 7

7 EVALUATION PROCESS

7.1 Overview

The Vendor(s) who meets all of the RFQQ requirements and receives the highest number of total points as described below in Vendor Total Score, will be declared the ASV(s) and enter into contract negotiations with DIS.

7.2 Administrative Screening

Responses will be reviewed initially by the RFQQ Coordinator to determine on a pass/fail basis compliance with administrative requirements as specified in Section 3, Administrative Requirements. Evaluation teams will only evaluate Responses meeting all administrative requirements.

7.3 Mandatory Requirements 

Responses meeting all of the administrative requirements will then be reviewed on a pass/fail basis to determine if the Response meets the Mandatory requirements (see Sections 4, 5, & 6). Only Responses meeting all Mandatory requirements will be further evaluated.

The State reserves the right to determine at its sole discretion whether Vendor’s response to a Mandatory requirement is sufficient to pass. If, however, all responding Vendors fail to meet any single Mandatory item, DIS reserves the following options: (1) cancel the procurement, or (2) revise or delete the Mandatory item.

7.4 Allocation of Points

The scores for Response will be assigned a relative importance for each scored section. The relative importance for each section is as follows:

	File Folder Appendix H (FES)
Full Disk Appendix H  (FDE)

Training and Technical Support (5.2 and 5.3)
Client References (4.12)
Financial Quote (Price List – 6.5 and Cost Model – 6.10)                                                                                                            
	463 points

463 points

150 points
150 points
150  points

	Subtotal
	1376 points for both FES and FDE
Or 913 for either FES or FDE 


7.5 Qualitative Review and Scoring

Only Responses that pass the administrative screening and Mandatory requirements review will be evaluated and scored based on responses to the scored requirements in the RFQQ. Responses receiving a “0” on any Mandatory Scored (MS) element(s) will be disqualified. Each scored element the Response will be given a score by each team evaluator. Then, the scores will be totaled and an average score for each Vendor will be calculated as set forth below. This will be used in the calculation of Vendor’s total score, as set forth in Vendor Total Score.

Evaluation points will be assigned based on the effectiveness of the Response to each experience/skill requirement. For example, if a section is worth 4 points, a scale of zero to four will be used, defined as follows:

	0
	Unsatisfactory
	Capability is non-responsive or wholly inadequate.

	1
	Below Average
	Capability is substandard to that which is average or expected as the norm.

	2
	Average
	The baseline score for each item, with adjustments based on the evaluation team’s reading of the Response.

	3
	Above Average
	Capability is better than that which is average or expected as the norm.

	4
	Exceptional
	Capability is clearly superior to that which is average or expected as the norm.


	Sum of Evaluators’ Skill Scores  =  Vendor’s Avg. Skill Score for FES Appendix H
Number of Evaluators


	Vendor ‘s Avg. Skill Score       X    463      =  Skill Score for FES 
Highest Avg. Skill Score


	Sum of Evaluators’ Skill Scores  =  Vendor’s Avg. Skill Score for FDE Appendix H

Number of Evaluators


	Vendor’s Avg. Skill Score       X   463       =  Skill Score for FDE

Highest Avg. Skill Score


	Sum of Evaluators’ Skill Scores  =  Vendor’s Avg. Skill Score for  Training and Tech Support 

Number of Evaluators

	Vendor ‘s Avg. Skill Score       X   150       =  Skill Score For Training/Tech Support
Highest Avg. Skill Score


7.6
Client Reference Evaluation
The RFQQ Coordinator will calculate the scores for each Client Reference Form, Appendix G. The total scores of all the Vendor’s Client References will be summed together and an average point score will be calculated as set forth below. This will be used in the calculation of Vendor’s total score, as set forth in Section7.8, Vendor Total Score.

	Sum of Reference Scores   =   Vendor’s Avg. Reference Score

Number of References


	Vendor’s Avg. Reference Score      X     150 = Reference Score

Highest Avg. Reference Score


7.7
Financial Quote Evaluation
The financial evaluation team will calculate the financial score for the Financial Quote section of the Response using Vendor’s Price List and the Cost Model. This financial score will be used in the calculation of Vendor’s total score per subcategory in the Cost Model, as set forth in the Section, Vendor Total Score.

	Lowest Price in subsection of Cost Model     X   10 (total points possible for subsection) =  Financial Sub score 
Vendor’s Price in subsection of Cost Model


	All sub scores totaled together =  Financial Score for Each Cost Model



	All Cost Models totaled together =  Financial Score 




7.8 Vendor Total Score

Vendors will be ranked using the Vendor’s Total Score for its Response in each category (FDE and FES), with the highest score ranked first and the next highest score ranked second, and so forth. Vendor’s Total Score will be calculated as follows:

	Total  FES Score = (FES Score) + (Training and Tech Score) +  (Reference Score) + (Financial Score) 

	Total FDE Score = (FDE Score) + (Training and Tech Score) +  (Reference Score) + (Financial Score) 


7.9 Selection of Apparently Successful Vendor

The Vendor with the highest Vendor total score in the FES category and the Vendor with the highest Vendor total score in the FDE category will be declared the ASV The Vendor with the highest Vendor Total Score in the FES category and the Vendor with the highest Vendor Total Score in the FDE category will be declared the ASV in each category respectively.  DIS will enter into contract negotiations with the ASV(s). Should contract negotiations fail to be completed within one (1) month after initiation, DIS may immediately cease contract negotiations and declare the Vendor with the second highest score as the new ASV and enter into contract negotiations with that Vendor. This process will continue until the Contracts are signed or no qualified Vendors remain.

 TC “Appendices “\l 4\n    TC “Appendix A:  Certifications and Assurances”\l 5\n APPENDIX A

CERTIFICATIONS AND ASSURANCES
Data At Rest Encryption Products/Services
Issued by the State of Washington

We make the following certifications and assurances as a required element of the Response to which it is attached, affirming the truthfulness of the facts declared here and acknowledging that the continuing compliance with these statements and all requirements of the RFQQ are conditions precedent to the award or continuation of the resulting Master Contract.

The prices in this Response have been arrived at independently, without, for the purpose of restricting competition, any consultation, communication, or agreement with any other offeror or competitor relating to (i) those prices, (ii) the intention to submit an offer, or (iii) the methods or factors used to calculate the prices offered. The prices in this Response have not been and will not be knowingly disclosed by the offeror, directly or indirectly, to any other offeror or competitor before Contract award unless otherwise required by law. No attempt has been made or will be made by the offeror to induce any other concern to submit or not to submit an offer for the purpose of restricting competition. However, we may freely join with other persons or organizations for the purpose of presenting a single proposal or bid.

The attached Response is a firm offer for a period of 120  days following the Response Due Date specified in the RFQQ, and it may be accepted by DIS without further negotiation (except where obviously required by lack of certainty in key terms) at any time within the 120-day period. In the case of protest, your Response will remain valid for 180 days or until the protest is resolved, whichever is later.

In preparing this Response, we have not been assisted by any current or former employee of the state of Washington whose duties relate (or did relate) to the State's solicitation, or prospective Master Contract, and who was assisting in other than his or her official, public capacity. Neither does such a person nor any member of his or her immediate family have any financial interest in the outcome of this Response. (Any exceptions to these assurances are described in full detail on a separate page and attached to this document.)

We understand that the State will not reimburse us for any costs incurred in the preparation of this Response. All Responses become the property of the State, and we claim no proprietary right to the ideas, writings, items or samples unless so stated in the Response. Submission of the attached Response constitutes an acceptance of the evaluation criteria and an agreement to abide by the procedures and all other administrative requirements described in the solicitation document.

We understand that any Master Contract awarded, as a result of this Response will incorporate all the solicitation requirements. Submission of a Response and execution of this Certifications and Assurances document certify our willingness to comply with the Master Contract terms and conditions appearing in Appendix B, or substantially similar terms, if selected as a contractor. It is further understood that our standard contract will not be considered as a replacement for the terms and conditions appearing in Appendix B of this solicitation.

We (circle one) are / are not submitting proposed Master Contract exceptions (see Subsection 0, Master Contract Requirements).

	
	
	

	Vendor Signature
	
	Vendor Company Name

	
	
	

	Title
	
	Date


APPENDIX B

PROPOSED MASTER CONTRACT TC “Appendix B:  Model [Master] Contract”\l 5\n 
Terms and Conditions

Posted separately on the DIS Web site at: http://techmall.dis.wa.gov/procurement/procure1.aspx 
APPENDIX C

MWBE Participation Form  TC “Appendix C:  MWBE Participation Form [if applicable]”\l 5\n 
Minority and Women's Business Enterprises (MWBE)

Participation Form
MWBE participation is defined as: Certified MBEs and WBEs bidding as prime contractor, or prime contractor firms subcontracting with certified MWBEs.  For questions regarding the above, contact Office of MWBE, (360) 753-9693.  

In accordance with WAC 326-30-046, DIS goals for acquisitions have been established as follows:  12% MBE or WBE.

	MBE FIRM NAME
	*MBE CERTIFICATION NO.
	PARTICIPATION %

	
	
	

	
	
	

	
	
	

	
	
	

	WBE FIRM NAME
	*WBE CERTIFICATION NO.
	PARTICIPATION %

	
	
	

	
	
	


*Certification number issued by the Washington State Office of Minority and Women's Business Enterprises.

Name of Vendor completing this Certification: ______________________________________________

APPENDIX D

PROTEST PROCEDURE  TC “Appendix D:  Protest Procedures”\l 5\n 
Introduction
A bidder for an Information Technology (IT) acquisition that falls within the statutory authority of the Information Services Board (ISB) may file a protest with the issuing agency following the acquisition process. If the bidder is not satisfied with the agency’s decision, it may file an appeal of the agency’s decision. If the appeal is made to the ISB, the ISB Chair will notify the parties to an appeal whether these procedures will be used as written or modified based on the circumstances of the appeal before the ISB. Agencies should consult with their Department of Information Services (DIS) Senior Technology Management Consultant for advice and assistance during the appeal process. 

A.
Procedures

These protest and appeal procedures are available only to Vendors who submitted a Response to this solicitation and have received a debriefing conference. 

Protests are made:

To DIS after DIS has announced the ASV. Vendor protests shall be received, in writing, by DIS within five (5) Business Days after the Vendor debriefing conference and must, in turn, immediately notify MOSTD of receipt of the protest. 

Appeals of the DIS protest decision are made:

To the ISB, only after protesting first to DIS and DIS resolution is not satisfactory to the protesting Vendor. Appeals to the ISB shall be made within five (5) Business Days after the Vendor has received notification of the DIS decision.

B.
Grounds for protest are:

1.
Arithmetic errors were made in computing the score;

2.
The agency failed to follow procedures established in this solicitation document, the ISB Information Technology Investment Policy or Information Technology Investment Standards, or applicable state or federal laws or regulations; or

3.
There was bias, discrimination, or conflict of interest on the part of an evaluator.

Protests not based on these criteria will not be considered.

C.
Format and Content

Vendors making a protest shall include in their written protest to DIS all facts and arguments upon which the Vendor relies. Vendors shall, at a minimum, provide:

1. A protest letter signed by a person authorized to bind the vendor to a contractual relationship.
2. Information about the protesting Vendor; name of firm, mailing address, phone number, and name of individual responsible for submission of the protest;

3. Information about the acquisition, and acquisition method;

4. A specific and complete statement of the DIS action(s) being protested;

5. A specific reference to the grounds for the protest; and

6. A description of the relief or corrective action requested.

7. For appeals to the ISB, a copy of the DIS written decision on the protest.

D.
DIS Review Process

Upon receipt of a Vendor's protest, DIS will postpone signing a Master Contract with the ASV until the Vendor protest has been resolved.

DIS will perform an objective review of the protest, by individuals not involved in the acquisition process being protested. The review shall be based on the written protest material submitted by the Vendor and all other relevant facts known to DIS.

DIS will render a written decision to the Vendor within five (5) Business Days after receipt of the Vendor protest, unless more time is needed. The protesting Vendor shall be notified if additional time is necessary.E.
DIS Determination

The DIS determination shall:

1.
Find the protest lacking in merit and uphold DIS’ action;

2.
Find only technical or harmless errors in the agency’s acquisition process conduct, determine the agency to be in substantial compliance, and reject the protest;

3.
Find merit in the protest and provide the agency with options that may include:

a) Correct errors and reevaluate all proposals; or

b) Reissue the solicitation document; or

c)
Make other findings and determine other courses of action as appropriate.

4.
Not require the agency to award the Master Contract to the protesting party or any other Vendor, regardless of the outcome.

F.
ISB Review Process

Appeal of the DIS decision to the ISB may be made after DIS issues its determination as set forth above. Appeal of the DIS decision shall be made by letter to the Chair of the ISB, and shall include a copy of the DIS written decision on the protest. The letter must be received within five (5) Business Days after Vendor received notification of the DIS protest decision in order to be considered. The Chair of the ISB may establish procedures to resolve the protest. The resulting ISB decision is final, with no further administrative appeal available. 

The process described herein is located in the ISB IT Investment Standards at the following URL: http://isb.wa.gov/policies/portfolio/201S.doc
APPENDIX E

COST MODEL  TC “Appendix E:  Cost Model ”\l 5\n 
Please complete each of the following Cost Models, in accordance with Section 6 and using Prices from the submitted Price List.
1. 
Cost Model Number 1 (MS 30 points)
Please provide the total cost of implementation for laptops only for the following:

	
	Number of Laptops
	Total Cost of Implementation 

	Agency A
(MS 10)


	100 
	

	Agency B
(MS 10)


	500 
	

	Agency C
(MS 10)


	5000 
	


2. 
Cost Model Number 2 (MS 30 points)
Please provide the total cost of implementation for laptops and PDAs for the following:

	
	Number of Laptops
	Number of PDAs
	Total Cost of Implementation

	Agency A

(MS 10)


	100 
	50
	

	Agency B

(MS 10)


	500 
	250
	

	Agency C

(MS 10)


	5000 
	1000
	


3. 
Cost Model Number 3 (MS 30 points)

Please provide the total cost of implementation for laptops and removable media. Assume all laptops will have one USB storage devices for the following:

	
	Number of Laptops
	 Total Cost of Implementation 

	Agency A

(MS 10)


	100 
	

	Agency B

(MS 10)


	500 
	

	Agency C

(MS 10)


	5000 
	


4. 
Cost Model Number 4 (MS 30 points)

Please provide the total cost of implementation for laptops, PDAs and removable media. Assume all laptops have one USB storage device and one CD/DVD drive for the following:

	
	Number of Laptops
	Number of PDAs
	Total Cost of Implementation

	Agency A

(MS 10)


	100 
	50
	

	Agency B

(MS 10)


	500 
	250
	

	Agency C

(MS 10)


	5000 
	1000
	


5. 
Cost Model Number 5 (MS 30 points)

Please provide the total cost of implementation for laptops, PDAs, removable media and desktops. Assume desktop hard drives will not be encrypted. Additionally, assume each laptop and each desktop has one USB storage device and one CD/DVD drive for the following:

	
	Number of Laptops
	Number of PDAs
	Number of Desktops
	Total Cost of Implementation 

	Agency A

(MS 10)


	100 
	50
	400
	

	Agency B

(MS 10)


	500 
	250
	2000
	

	Agency C

(MS 10)


	5000 
	1000
	5000
	


APPENDIX F
Response Checklist tc "Appendix F:  Response Checklist" \l 5 \n
In order to be considered responsive, Vendors must include, at a minimum, all mandatory components in their RFP Response.  The list below is provided in order to assist Vendors in assembling a compliant Response – it is neither authoritative nor exhaustive and Vendors are advised to carefully read and respond to the entire RFP. Failure to include or properly document any Mandatory or Mandatory Scored requirement will be grounds for disqualification. Vendors are required to fully comply with all requirements stated in the RFP. 
	
	Requirement
	Reference

	
	GENERAL REQUIREMENTS
	

	(
	Number of Response Copies Required
	§3.6

	
	               7  hard copies and 1 CDROM of Response Volume 1
	§3.6

	
	               3  hard copies and 1 CDROM of Response Volume 2
	§3.6

	
	               1 copy of manuals, brochures, or other printed materials, if submitted. 
	§3.6

	(
	Vendor must properly respond to each question/requirement contained in Sections 3, 4, 5, & 6 as per Sections 3.5 Response Contents, 3.6 Number of Response Copies Required, and 3.7 Response Procedures, Presentation, and Format.
	§3.5

§3.6

§3.7

	(
	The Response must contain information responding to all Mandatory requirements in Sections 3 through 6, completed client references, completed Cost Model, price list, and must include the signature of an authorized Vendor representative on all documents required in the appendices.
	§3.5



	(
	The Response should be submitted in two (2) volumes as required.  No mention of the cost response may be made in Volume 1.
	§3.5



	(
	Responses must be received at DIS by the date and time specified. 
	§3.9 & §2

	(
	Responses sent by facsimile or e-mail will not be accepted. 
	§3.9

	(
	For each Mandatory requirements (M), the Response must always indicate explicitly whether or not the Vendor’s proposed Products/Services meet the requirement. A statement, “(Vendor Name) has read, understands, and fully complies with this requirement” is acceptable, along with any additional information requested.
	§3.7

	(
	For Mandatory Scored (MS) and Desirable Scored (DS) items, the Response must always indicate explicitly whether or not the Vendor's proposed Products/Services meet the requirement, and describe how the proposed Vendor’s Products/Services will accomplish each requirement or are desirable as it relates to the service(s) proposed.
	§3.7

	(
	Responses must be prepared on standard 8.5 x 11-inch loose-leaf paper and placed in three-ring binders with tabs separating the major sections of the Response. Pages must be numbered consecutively within each section of the Response showing Response section number and page number.
	§3.7

	(
	Vendor name and the name, address, e-mail, facsimile and telephone number of the Vendor’s authorized representative is included at the beginning of each volume of the Response.
	§3.7

	(
	Figures and tables must be numbered and referenced in the text of the Response by that number. 
	§3.7

	(
	Response prices must be submitted using both the Cost Models Appendix E and submission of a Price list. 
	§3.7 & §6.4- 6.11

	(
	The Response, as well as any reference materials presented by Vendor, must be written in English and Vendor must provide all rates in United States dollars.
	§3.7

	(
	Marking of the entire Response or entire sections of the Response as proprietary or confidential will not be accepted nor honored.
	§3.12

	(
	DIS will not accept Responses where pricing is marked proprietary or confidential, and the Response will be rejected.
	§3.12

	(
	Under no circumstances will the responding Vendor be allowed to make changes to the proposed items after the deadline stated for receipt of Responses.
	§3.14

	(
	The signature block in Appendix A, Certifications and Assurances, must be signed by a representative authorized to bind the company to the offer. 
	§3.7

	(
	Vendors must indicate a willingness to enter into a Contract substantially the same as the Contract in Appendix B, by signing the Certifications and Assurances located in Appendix A. 
	§3.17

	(
	Under no circumstances is a Vendor to submit their own standard contract terms and conditions as a response to this solicitation. 
	§3.17

	(
	All of Vendor’s exceptions to the contract terms and conditions in Appendix B must be submitted within the Response, attached to Appendix A, Certification and Assurances. 
	§3.17

	(
	The Response should be submitted on the most favorable terms that Vendor intends to offer. 
	§3.19

	(
	Vendor must provide a Price List as an attachment to its Response. 
	§ 6.4

	(
	All terms on the price list must be compatible with the terms of the RFP and subsequent Contract.
	§ 6.4

	(
	All prices provided in the Appendix E Cost Model must be consistent with and cross-reference the Price List.
	§ 6.4

	(
	All elements of recurring and non-recurring costs must be identified and included in the Price List and Cost Model.
	§ 6.5

	(
	The Cost Model form contained in Appendix E must be completed using the pricing from Vendor’s proposed Price List included in its Response. 
	§ 6.10

	(
	Do not include taxes in the Cost Model form.  Vendor must collect and report all applicable state taxes. 
	§ 6.10

	(
	All costs necessary to meet all Mandatory specifications identified in the Technical Requirements Section 5 must be included in the Cost Model. 
	§ 6.10

	
	Volume 1

	

	(
	Vendor’s cover letter explicitly acknowledging receipt of all RFQQ revisions issued, if any.
	§3.5

	(
	The Response to all Vendor requirements (Sections 3, 4 and 5)
	§§3, 4, 5

	(
	Section 4  All Mandatory Required and Requested Information Provided  are addressed
	§4

	(
	Section 5 - All Mandatory Required and Requested Information Provided  are addressed
	§5

	
	Volume 2

	

	(
	Section 6 - All Mandatory Required and Requested Information Provided  Shall be addressed 
	

	(
	Price List
	§6.4

	(
	Presentation of all Cost Components
	§6.5

	(
	Price Protection
	§6.11

	(
	Price Decrease Guarantee
	§6.12

	(
	Cost Model
	§6.14

	(
	Completion of Cost Model
	§6.15

	(
	Vendor’s Price List 
	§6.4

	(
	Vendor’s completed Cost Model (Appendix E)
	§6.14 & §6.15

	(
	Vendor’s signed and completed Certifications and Assurances (Appendix A)
	§4.2

	(
	Vendor’s exceptions and/or proposed revisions to the Contract (Appendix B)
	§3.17

	(
	Vendor’s MWBE Certification (Appendix C), if applicable
	§3.21


APPENDIX G

 TC “Appendix G:  Client Reference Form”\l 5\n 
Client Reference Form
Name of Vendor for whom reference is given:  __________________________________________
Your organization’s business name: ___________________________________________________
Your Name and title: _______________________________________________________________

Telephone number: ___________________   E-Mail address: _____________________________

· Describe the type of Vendor’s Software installed at your organization: _______________________________________________________________________________

_______________________________________________________________________________
· Give a short description of the maintenance and training for the software your organization has received from the Vendor:

_________________________________________________________________________________

_________________________________________________________________________________

PLEASE RATE THE FOLLOWING ITEMS (circle one):
	Unsatisfactory
	Below Average
	Average
	Above Average
	Exceptional


1. Ability to communicate clearly & effectively:

0
1
2
3
4
Comments:________________________________________________________________________
2. Responsiveness to contractual issues:
0
1
2
3
4

Comments:________________________________________________________________________
3. Ability to resolve problems:
0
1
2
3
4

Comments:________________________________________________________________________
4. Competency of staff:
0
1
2
3
4

Comments:________________________________________________________________________

5. Reliability of Product/Services:
0
1
2
3
4

Comments:________________________________________________________________________

PLEASE RATE THE FOLLOWING ITEMS (circle one):
	Unsatisfactory
	Below Average
	Average
	Above Average
	Exceptional


6. Quality of Services provided:
0
1
2
3
4
Comments:________________________________________________________________________

7. Quality of training provided:
0
1
2
3
4

Comments:________________________________________________________________________

8. Responsiveness to resolving invoicing issues:
0
1
2
3
4

Comments:________________________________________________________________________
9. Ability to meet project deadlines:
0
1
2
3
4

Comments:________________________________________________________________________
10. Overall satisfaction with Vendor:
0
1
2
3
4
Comments:________________________________________________________________________

Any other information that you would like to share about the Vendor:

_________________________________________________________________________________

_________________________________________________________________________________

_________________________________________________________________________________

Your Signature: _________________________________________

Please return the reference (may be Faxed) by November 24, no later than 4 p.m. Olympia, WA local time, to:

	Michael Callahan, RFQQ Coordinator

Department of Information Services
1110 Jefferson St. SE
Olympia, WA 98504-2445
	FAX:
(360) 586-1414
TEL:     (360) 902-0357




Thank you for your time and cooperation.

APPENDIX H
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TECHNICAL SPECIFICATIONS
	Full Disk Encryption (FDE)
	File/folder Encryption System (FES)
	Technical Functional Requirements
	Category Rankings
M = Mandatory (Pass/Fail)
MS = Mandatory (Scored)
D = Desirable (Scored)
	Point Total FDE
	Point Total FES

	CERTIFICATION AND STANDARDS 
	 
	 

	X
	X
	The cryptographic module used in the product offered must be NIST FIPS 140-2 compliant. 
	M
	P/F
	P/F

	X
	X
	Product shall be NIAP certified ("National Information Assurance Partnership" (http://www.niap-ccevs.org/))  or shall be in the NIAP certification process
	DS
	5
	5

	X
	X
	Product shall be compliant with American Disabilities Act Section 508.
	DS
	5
	5

	ENCRYPTION
	 
	 

	 
	X
	The product provides a capability to automatically encrypt data that is transferred to removable storage media, for example, CD/DVD, flash drive, tapes,external hard drives, etc. 
	DS
	5
	5

	X
	X
	The product's process for encryption and decryption of data is configurable to be transparent to user
	DS
	5
	5

	X
	X
	Products shall provide an option to use only FIPS 180-2 compliant algorithms for hashing and signing
	DS
	5
	5

	X
	X
	Product uses an approved random number generator specified in FIPS 140-2  for key generation
	DS
	5
	5

	X
	X
	The product must allow its encrypted data to be decrypted to allow transfer of unencrypted data to another destination 
	MS
	10
	10

	X
	X
	The product supports distribution of encrypted data to trusted or business partners for data exchange using authenticated self extraction
	DS
	5
	5

	X
	X
	If product is an integrated FDE and FES solution, the product provides FDE and FES under a single product management console
	DS
	5
	5

	X
	X
	If the product offers optional encryption algorithms the administrator has the ability to limit the algorithms that may be used.
	MS
	10
	10

	 
	X
	Product is capable of file compression and encryption in a single step by the user
	DS
	5
	5

	AUTHENTICATION
	 
	 

	X
	 
	Product supports pre-boot authentication
	M
	P/F
	P/F

	X
	 
	Product supports boot authentication
	M
	P/F
	P/F

	x
	 
	Product supports use of two factor authentication for pre-boot authentication
	DS
	5
	5

	x
	 
	Product supports use of two factor authentication for boot authentication
	DS
	5
	5

	X
	 
	The product supports Single Sign-On (simultaneous pre-boot and O/S logon)
	DS
	5
	5

	X
	 
	Product shall allow the administrators to set a configurable limit for pre-boot logon attempts and invokes lockout for failed logon attempts after exceeding the limit
	M
	P/F
	P/F

	ADMINISTRATION & CONFIGURATION
	 
	 

	X
	 
	The product allows multiple users of the same laptop or device to use their individual user credentials for pre-boot and boot authentication
	MS
	10
	10

	X
	 
	The product shall have the capability to allow administrators to update user's authentication credentials. 
	MS
	10
	10

	X
	 
	Product has the capability to allow users to reset their own passwords
	DS
	5
	5

	X
	 
	Product shall have the capability to allow administrators to provide remote assistance to users who are locked out
	MS
	10
	10

	X
	 
	Product shall have the capability to allow administrators to configure the product for decryption and uninstall of encryption product by a system administrator only
	MS
	10
	10

	X
	X
	Product shall prohibit vendor's ability to access, modify, or decrypt data
	M
	P/F
	P/F

	X
	X
	Product does not interfere with imaging of hard drive after encryption product is installed
	M
	P/F
	P/F

	X
	X
	Product does not interfere with Restoration/Recovery of encrypted data from backup media
	M
	P/F
	P/F

	X
	X
	Product does not interfere with full disk data erasure tools
	M
	P/F
	P/F

	X
	X
	The product is capable of secure escrow and recovery of the symmetric encryption key
	MS
	10
	10

	X
	X
	The product shall implement NIST SP 800-53, Control IA-5
	MS
	10
	10

	X
	 
	If the product requires modification of the Master Boot Record, it shall be validated by the pre-boot environment
	M
	P/F
	P/F

	X
	X
	The product's encryption/decryption process must occur without loss or corruption of data or content modification
	M
	P/F
	P/F

	X
	X
	Product will be capable of encrypting swap, free, slack, temp, and Internet temp files
	M
	P/F
	P/F

	X
	 
	Product allows modification of boot authentication screen by administrators to reflect organizational warning banners
	DS
	5
	5

	X
	 
	When only password is used for boot authentication, the product shall allow the administrator to enforce complex (as based on industry standard) passwords
	M
	P/F
	P/F

	X
	 
	Product supports ability for administrators to require / restrict which pre-boot authentication mechanism will be used (i.e.Smartcard, token or password only)
	M
	P/F
	P/F

	X
	 
	Product has the ability to allow administrators to maintain administrator password for pre-boot authentication for each system
	DS
	5
	5

	X
	X
	Product does not change the content of the GINA.dll file
	DS
	5
	5

	X
	X
	Product should not conflict with the host based security solutions running simultaneously on a mobile computing device such as Host Intrusion  Detection or Prevention Systems (HIDS or HIPS), Firewalls, and Anti-virus.
	M
	P/F
	P/F

	X
	X
	Product is capable of silent and remote installation and updates of the product
	MS
	10
	10

	X
	X
	During the product's encryption/decryption process, if the process is interrupted, the product is capable of resuming the process from point of disruption
	DS
	5
	5

	X
	X
	Product will support or have built-in auditing, monitoring, analysis, and reporting capabilities
	MS
	10
	10

	X
	X
	Product shall allow logging of access events to the product and encrypted data (success and failure)
	MS
	10
	10

	X
	 
	Product allows export of encrypted file that contains system generated full volume encryption key
	DS
	5
	5

	X
	 
	product allows authorized user to validate disk encryption has occurred and is maintained
	DS
	5
	5

	X
	X
	Product can be integrated into Agency host-based security solutions as a module running on an endpoint computer
	DS
	5
	5

	X
	X
	Product supports Trusted Platform Module (TPM) chip version 1.2 or higher
	DS
	5
	5

	X
	 
	Product supports boot into multiple operating systems on a single device
	DS
	5
	5

	X
	X
	Provides open APIs or an SDK to support application integration
	DS
	5
	5

	CENTRALIZED MANAGEMENT CONSOLE 
	 
	 

	X
	 
	The product allows for failover functionality (fault tolerance/redundancy) of the administrator's central management console
	MS
	10
	10

	X
	 
	The product's administrator management console supports capability to add/modify/delete admin users
	MS
	10
	10

	X
	X
	The product shall provide the capability to set a limit on the number of unsuccessful consecutive logon attempts to the administrator management console and invokes lockout for exceeding the limit
	M
	P/F
	P/F

	X
	 
	The product's administrator management console supports retrieval of computer, user, and user-group information from Active Directory
	MS
	10
	10

	X
	 
	The product's administrator management console supports retrieval of computer, user, and user-group information from LDAP Servers other than Active Directory.
	DS
	5
	5

	X
	 
	The product's administrator management console must support two factor authentication
	DS
	5
	5

	X
	 
	Product will support or integrate with existing asset/license tracking and management tools
	DS
	5
	5

	X
	 
	Product shall support secure remote management of devices to support remote users
	DS
	5
	5

	X
	 
	Product shall support secure remote access to the administrator management console for administrators
	DS
	5
	5

	X
	 
	The product's administrator management console must be scalable to support large enterprise environments
	DS
	5
	5

	X
	 
	The product's administrator management console permits multiple administrator logins for simultaneous access
	DS
	5
	5

	X
	X
	The product or encryption system must be configurable to not interfere with remote distribution and full installation of applications, patches, and updates while connected to the network
	MS
	10
	10

	X
	 
	The product or encryption system shall allow administrator to configure product to enforce zeroization, 'wipe' or key destruction to render the data unusable.
	DS
	5
	5

	SUPPORTED OPERATING SYSTEM, HARDWARE, FIRMWARE -
	 
	 

	X
	X
	Microsoft Windows 2000
	M
	P/F
	P/F

	X
	X
	Microsoft Windows 2003
	M
	P/F
	P/F

	X
	X
	Microsoft Windows XP
	M
	P/F
	P/F

	X
	X
	Microsoft Windows Vista
	M
	P/F
	P/F

	X
	X
	UNIX / Sun Solaris
	DS
	2
	2

	X
	X
	Mac OS X
	DS
	2
	2

	X
	X
	Windows Mobile 5.0 or later
	DS
	2
	2

	X
	X
	Windows CE
	DS
	2
	2

	X
	X
	RIM/Blackberry
	DS
	2
	2

	X
	X
	Palm
	DS
	2
	2

	X
	X
	Symbian
	DS
	2
	2

	X
	X
	Linux to include Red Hat, SuSE, Ubuntu
	DS
	2
	2

	X
	X
	Android
	DS
	2
	2

	GENERAL AND TECHNICAL SUPPORT
	 
	 

	X
	X
	Under software maintenance agreement,vendors must notify the organization and deliver product within 10 working days of commercial release for new updates
	M
	P/F
	P/F

	x
	x
	Under software maintenance agreement, vendors will make beta products available to the organziation for testing
	DS
	5
	5

	X
	X
	Product must remain compatible with currently supported security patch updates and service pack levels for OS identified as MANDATORY above as demonstrated by past performance
	MS
	10
	10

	X
	X
	For every product patch or upgrade release, vendor will provide verification that the product still meets all of the initial critical requirements 
	MS
	10
	10

	X
	X
	Vendor must provide multiple technical support delivery options, including at least phone, online and onsite. Must include response times for the different support options
	MS
	10
	10

	X
	X
	Provide AT LEAST one (1) administrator & one (1) user's guide in electronic formats (PDF) with unlimited reproduction privileges for internal purposes per order
	M
	P/F
	P/F

	X
	X
	For every patch or upgrade release, new product releases will be backward compatible (at least one major revision back) and be capable of using or decrypting previously encrypted data 
	MS
	10
	10

	X
	X
	Provide troubleshooting guidance for product
	MS
	10
	10

	X
	X
	Product must provide user-friendly feedback messages when errors or warnings occur
	DS
	5
	5

	X
	X
	System installation documentation should include steps to verify proper operation upon completion of installation.
	MS
	10
	10

	LICENSING & COSTING
	 
	 

	X
	X
	Licenses are transferable within Washington State governments (city, county, state and tribes)
	DS
	5
	5

	X
	X
	Product licenses are perpetual
	M
	P/F
	P/F

	X
	X
	Vendor must provide description and price of product licensing options
	MS
	10
	10

	X
	X
	Vendor must provide price of annual software maintenance
	MS
	10
	10

	X
	X
	Vendor must provide price of all tiered support options
	MS
	10
	10

	X
	X
	When maintenance is included with the purchase of a license, support begins at the time of installation phase
	DS
	5
	5

	X
	X
	Licenses include rights for a secondary device such as work at home rights for applicable state owned equipment
	DS
	5
	5

	TRAINING
	 
	 

	X
	X
	Product training is available for system administrators
	MS
	10
	10

	X
	X
	Users should require minimal or no training to utilize the product
	DS
	5
	5

	X
	X
	Onsite product training is available
	DS
	5
	5

	X
	X
	Vendor shall provide web-based training for the product
	DS
	5
	5
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